
Introduction to MIS

IT Ethical and Legal 

Issues



Learning Objectives

◼ Discuss information privacy and methods for improving the 

privacy of information

◼ Explain the privacy of e-mail, data collection issues, and 

censorship

◼ Discuss the ethical issues related to information technology

◼ Discuss the principles of intellectual property and issues 

related to the infringement of intellectual property

◼ Discuss information system issues that affect organizations, 

including the digital divide, electronic publishing, 

telecomputing, and the connection between the workplace 

and employees’ health

◼ Describe green computing and the ways it can improve the 

quality of the environment



Copyright - D. Brandon, Ph.D., PMP  -

Christian Brothers University

Ethics from Wikipedia

◼Ethics (from the Ancient Greek "ethikos", 
meaning "arising from habit") is one of the 
major branches of philosophy, one that 
covers the analysis and employment of 
concepts such as right, wrong, good, evil, and 
responsibility

◼ It is divided into three primary areas: meta-
ethics (the study of what ethicality is), 
normative ethics (the study of what ethical 
truths there are and how they are known), and 
applied ethics (the study of the use of ethical 
knowledge)



◼Are ethical standards 

universal ?





Ethical Issues

◼Ethics. A branch 
of philosophy that 
deals with what is 
considered to be 
right and wrong 
within a particular 
context



◼What do these organizations have in 

common?
◼ Amazon

◼ Apple

◼ Dell

◼ Facebook

◼ Google

◼ Intel

◼ LinkedIn

◼ Microsoft

◼ Twitter

◼ Yahoo

http://phx.corporate-ir.net/phoenix.zhtml?c=97664&p=irol-govConduct
http://www.apple.com/supplierresponsibility/pdf/Supplier_Code_of_Conduct_V3_1.pdf
http://www.dell.com/downloads/global/corporate/vision_national/code_of_conduct.pdf
http://www.facebook.com/press/info.php?factsheet
http://investor.google.com/corporate/code-of-conduct.html
http://www.intel.com/content/www/us/en/policy/policy-code-conduct-corporate-information.html
http://investors.linkedin.com/documentdisplay.cfm?DocumentID=8816
http://www.microsoft.com/about/legal/en/us/Compliance/Buscond/Default.aspx
http://www.businessweek.com/managing/content/may2009/ca2009058_089205.htm
http://files.shareholder.com/downloads/YHOO/660619262x0x239565/4f32ddd0-82e5-47c2-ac71-75403ebbb404/YahooCodeOfEthics_Ext_1008.pdf




◼A Code of Ethics is a collection of 

principles that are intended to guide 

decision making by members of an 

organization

◼Why do most corporations and 

professional organizations have 

a code of ethics ?





Code of Ethics

◼ Corporations, professional organizations, trade 

associations, etc.

◼ ServiceMaster Code of Ethics

◼ Why have one ?

◼ to define acceptable behaviors (within the organization)

◼ to promote high business and individuals standards

◼ to provide a benchmark for people to use for self 

evaluation

◼ to establish a framework for professional 

responsibility

◼ as a mark of organizational maturity
Copyright – Dan Brandon

http://corporate.servicemaster.com/code_of_conduct.pdf
http://www.youtube.com/watch?v=sDPsSyaZNIw


Johnson & Johnson
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Business Ethics
[conflicts between profit and public interest]
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The Four Categories of Ethical 

Issues in IT
◼ Privacy Issues (confidentiality) involves 

collecting, storing, and disseminating 
information about individuals

◼ Accuracy Issues (integrity) involves the 
authenticity, fidelity, and accuracy of 
information that is collected and processed

◼ Property Issues involves the ownership and 
value of information

◼ Accessibility Issues revolve around who 
should have what kind of access to 
information and whether they should have to 
pay for this access



Protecting Privacy

◼ Privacy. The right to be left alone and to be 
free of unreasonable personal intrusions

◼ Two rules have been followed fairly closely in 
court decision in most countries:

▪ The right of privacy is not absolute -
privacy must be balanced against the 
needs of society 

▪ The public’s right to know is superior to the 
individual’s right of privacy

▪ US Patriot Act - DHS

http://www.youtube.com/watch?v=5raH8oORHKM


US Patriot Act
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IT & Privacy – Hot Issues Today

◼ Electronic Surveillance. The tracking of 
people‘s activities, online or offline, with the 
aid of computers

◼ Information on social media, Internet 
bulletin boards, newsgroups, directories, 
chat rooms, and blogs

◼ Have you Googled your own name ?

◼ Personal Information in Databases -
Information about individuals is being kept in 
many types of databases: public & 
government, private, social, medical, banks, 
utilities, and credit-reporting agencies



NSA Communication Surveillance
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http://www.google.com/url?sa=i&rct=j&q=&esrc=s&frm=1&source=images&cd=&cad=rja&docid=vyH9ssCPzW1OcM&tbnid=GvFhcp1nZaqCTM:&ved=0CAUQjRw&url=http://www.abine.com/blog/2013/a-collection-of-nsa-memes/&ei=5JRJUpLVJaLH2QWw7YDIAw&bvm=bv.53217764,d.b2I&psig=AFQjCNESp-GDMNd7A_0bsEIBp5Fafi0B1A&ust=1380640338279313


◼In everyday life, what ways 

do you pass on information 

about yourself ?





Information About Yourself

◼ A better question might be: in what ways do you not 
pass on information

◼ Think about all the ways you generate information about 
yourself that other people can use:
◼ credit card purchases

◼ telephone calls

◼ cable TV viewing

◼ e-mail & internet usage

◼ magazine subscriptions

◼ mail order purchases

◼ banking transactions

◼ video and other rentals

◼ “Kroger” card

http://www.youtube.com/watch?v=_oHFWp5xqbs
http://www.youtube.com/watch?v=Cme_RDgYXlc&feature=related
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Private Databases

◼ Credit data

◼ Medical data

◼ Memberships

◼ Subscriptions

◼ Banking

◼ Purchases & Rentals

◼ Telephone, Cable TV, Internet/E-Mail 
providers

◼ Employment

http://www.google.com/url?sa=i&rct=j&q=database&source=images&cd=&cad=rja&docid=yARRxpSL_TPxeM&tbnid=qIfIWtqSHwOkTM:&ved=0CAUQjRw&url=http://www.riceconsultingllc.com/2012/database-building.php&ei=wxQcUcjoLaOg2gX6v4DYCQ&bvm=bv.42261806,d.b2I&psig=AFQjCNHcSFoFmaTN6_CL6oVAsuUk3Q5qlw&ust=1360881202766718


Privacy and Targeted Advertising

◼ The % of clicked on adds that result in a sale 

from a targeted ad (advertisements are placed so as to reach consumers based 

on various traits such as demographics, purchase history, or observed behavior) is 6.8%, 

as opposed to a non-targeted ad rate of 2.8%

◼ In 2005 40% of business web sites tracked 

viewers behavior, that is now up to 85%

◼ The privacy policy of most business websites say 

they only share your data with their subsidiaries 

– the median number of subsidiaries of the top 

50 business websites is 93

Copyright – Dan Brandon



Government Info

◼ Census Data

◼ Tax Data

◼ Social Security Data

◼ Criminal Data

◼ Medical Data

◼ Bankruptcy & Liens

◼ Permits

◼ Lawsuits

◼ Marriages/Divorces

◼ Welfare, Medicaid, 
Medicare

◼ Library Usage

◼ Voter Information

◼ Motor Vehicle 
Information

◼ Firearm Information

◼ Property Records

◼ Business Records



How to act…

◼Best to act like your 

home, office, car, 

etc. is “bugged” all 

the time

◼Best to act as if you 

are on camera all 

the time
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Private Browsing - Anonymizer
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Epic Privacy Browser
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Epic (con’t)
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Epic (con’t)
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Government Info Laws

◼Governments (both Federal, local, and 
state) maintain a lot of information on 
you. 

◼By law this is normally public 
information and anyone can have 
access to it (license plate example)

◼There are over 1000 Federal and State 
laws concerning information privacy
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Major US Privacy Legislation

◼ Fair Credit Reporting Act (1970) - allows 

individuals access to their credit records, to 

receive free copies, and to challenge the 

contents

◼ Freedom of Information Act (1968) - Allows 

citizens to get access to data that has been 

gathered by federal government – however 

one needs to know specifics, pay charge, and 

wait…….
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Major US Privacy Legislation (con’t)

◼ Privacy Act of 1974 - Allows people to 
determine what information is collected about 
them by Federal government, to prevent 
records obtained for one purpose from being 
used for another, to have access to and get 
copies of information on them, to correct 
records, to file civil suits for damages

◼ Problems:

◼ 17 percent of government agencies are exempt

◼ Government disorganization and bureaucracy 
prevent individuals from learning about most data

◼ Government employees sell and use information



Right to spy ?

◼ Does your employer (or school) have to right to 

access information and usage of your work 

computer?

◼ Does your employer (or school) have to right to 

access information and usage of your own 

computer (or cell phone) at the workplace?

◼ Does your parent have to right to access 

information and usage of your computer at home?

◼ Does your spouse have to right to access 

information and usage of your computer at home?

Copyright – Dan Brandon
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Major US Privacy Legislation (con’t)

◼ Electronics Communications Privacy Act of 

1986

◼ Protects the privacy of electronic messages sent 

through public networks

◼ Not through private networks (ie your employer)

◼ Not in your home (ie your parent and/or spouse has 

access rights)

◼ Digital Telephone Act of 1994 requires that all 

telecommunications equipment be built so 

that the government can tap into it



Major US Privacy Legislation (con’t)

• Telecommunications Act of 1996 - is the first 

major overhaul of telecommunications law; the 

goal of this new law is to let anyone enter any 

communications business -- to let any 

communications business compete in any 

market against any other

• Communications Decency Act (CDA) - was 

the first notable attempt by the United States 

Congress to regulate pornographic material 

on the Internet
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Major US Privacy Legislation (con’t)

◼ Health Insurance Portability and Accountability Act 

(HIPAA) - is US legislation that provides data privacy and 

security provisions for safeguarding medical information

◼ Fair and Accurate Credit Transaction Act (FACTA) - is an 

amendment to FCRA (Fair Credit Reporting Act ) that 

was added, primarily, to protect consumers from identity 

theft and stipulates requirements for information privacy, 

accuracy and disposal

◼ Children’s Online Privacy Protection Act (COPPA) is a 

law created to protect the privacy of children under 13. 

The Act was passed by the U.S. Congress in 1998 and 

took effect in April 2000



Social Media & Privacy

◼ 24 million Facebook users leave their profiles mostly public

◼ 73% of social media profiles can be found thru a public 

search engine

◼ 77% of social network users do not restrict access to their 

photos

◼ 70% of employers now use social web sites to check on 

job candidates

◼ 33% of employers have found information that caused 

them not to hire a candidate

◼ Facebook profile now being used to check rental 

applications, credit applications, insurance applications, 

etc.
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Social Intelligence
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Which Apps Allow False Information
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◼ Companies have long used criminal background checks, 
credit reports and even searches on Google and 
LinkedIn to probe the previous lives of prospective 
employees

◼ Now, many companies are requiring job candidates 
to also pass a social media background check

◼ Social Intelligence scrapes the Internet for everything 
prospective employees may have said or done online in 
the past decade or so
◼ Then it assembles a dossier with examples of professional 

honors and charitable work, along with negative information that 
meets specific criteria: online evidence of racist remarks; 
references to drugs; sexually explicit photos, text messages or 
videos; flagrant displays of weapons or bombs and clearly 
identifiable violent activity

44

Social Media & Jobs

http://www.socialintel.com/


www.truthfinder.com
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Big Tech and Ethics
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Lobbying by Tech Companies
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Dark Patterns

◼The US is 

considering a 

“Detour Act” to 

prevent “dark 

pattern” practices at 

social media web 

sites with over 100 

million monthly 

active users
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Dark Patterns (con’t)
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Dark Patterns (con’t)
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Dark Patterns (con’t)
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Censorship

◼Types of Information on the Web

◼ Public information is posted by an organization, 

public company, or public agency

◼ Censored for public policy reasons

◼ Censored if the content is deemed offensive to a 

political, religious, or cultural group

◼ Private information is posted by a private 

corporation or person

◼ Uncensored because of constitutional freedom of 

expression



Section 230

◼ Section 230 says that "No provider or user of an 

interactive computer service shall be treated as 

the publisher or speaker of any information 

provided by another information content provider”

◼ Dates back to 1996

◼ However now Section 230 is being blamed for 

enabling the worst aspects of social media such 

as fake news, terrorist propaganda, revenge 

porn, promotion of dangerous and defective 

products, bullying, election interference, etc.
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Censorship (con’t)

◼Restricting access to the Web

◼ Countries such as China, Russia, Myanmar 

(Burma), and Singapore restrict or forbid their 

citizens’ access to some/all of the Web

◼ Parents use programs such as CyberPatrol, 

CyberSitter, Net Nanny, and SafeSurf to prevent 

children’s access to Web sites

◼ Net Neutrality: Internet service providers (ISPs) and 

government agencies should treat all data on the 

Internet equally – latest court ruling says that the 

while feds do not have to enforce net neutrality, they 

cannot prevent states from doing so



Compromises to Intellectual 

Property

◼ Intellectual property: Property created by 

individuals or corporations which is protected 

under trade secret, patent, and copyright laws

◼ Trade secret: Intellectual work, such as a 

business plan, that is a company secret and 

is not based on public information

◼ Patent: Document that grants the holder 

exclusive rights on an invention or process for 

20 years or so…

http://www.youtube.com/watch?v=rvJSKlsjGog


Compromises to Intellectual 

Property (Continued)

◼ Trademark: protects product names and identifying 

marks

◼ Copyright: Statutory grant that provides creators of 

intellectual property with ownership of the property for 

life of the creator plus 70 years or so

◼ 1980 revisions to the Copyright Act of 1976 include 

computer programs

◼ Fair Use Doctrine: exception to the copyright law that 

allows the use of copyrighted material for certain 

purposes

◼ Piracy: Copying a software program without making 

payment to the owner

http://www.youtube.com/watch?v=iqQ3rVekqys


Intellectual Property (con’t)

• Cybersquatting

◼ Registering, selling, or using a domain name to profit 

from someone else’s trademark 

• Typosquatting 

◼ Relies on typographical errors made by Web users 

when typing a Web site address into a Web browser

◼ Variation of cybersquatting

◼ Called URL hijacking



◼What % of worldwide 

application software installs 

involve pirated software ?
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Worldwide - 40% of Ap’s are Pirated
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SIIA

◼ The Software Publishers Association (SPA) was 
founded in 1984 with 24 members

◼ The membership later grew to a thousand small 
companies, and in 1999 it was merged with the (SIIA)
to form the Software & Information Industry Association

◼ If you illegally copy software, it is Federal crime subject 
to fine of up to $100,000 per incident !

◼ When you copy software you lose the benefits of 
documentation, upgrades, support, etc.

◼ When you copy software, you are depriving the author’s 
of their fare compensation and hurting the industry

◼ SIIA “audits”

◼ Like IRS, one is guilty until proven innocent
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◼SIIA “Hotline”

◼ 800 - 388 – 7478

◼Who makes most of the calls to the 

SIIA hotline?
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◼Disgruntled employees
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Illegal Downloads
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Social Divisions and the Digital Divide

• Digital divide: created between the 

information rich and the information poor

by information technology and the 

Internet

◼ Computers still are not affordable for 

many people

◼ Increasing funding for computers at schools 

and public places helps offset the divide

◼ Internet connections are still not available 

everywhere

◼ Internet connections are still not 

affordable for all



Digital Divide (con’t)

Copyright – Dan Brandon



Digital Divide (con’t)
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The Rich are Getting Richer
[Digital Divide is one Cause]
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Green Computing

◼ Promotes a sustainable environment and 

consumes the least amount of energy

◼ Involves design, manufacture, use, and disposal 

of computers, servers, and computing devices 

with minimal impact on the environment

◼ Requires cooperation of both private and public 

sectors



Green Computing (con’t)

◼ Ways to achieve green computing
◼ Designing products that last longer and are modular in design

◼ Parts can be upgraded without replacing the entire system

◼ Designing search engines and computing software that are faster 

and consume less energy

◼ Replacing underutilized smaller servers with one large server 

using a virtualization technique

◼ Using computing devices that consume less energy and are 

biodegradable

◼ Allowing certain employees to work from their homes

◼ Conducting meetings over computer networks to reduce business 

travel

◼ Using cloud computing 

◼ Recycling computer-related materials



Generations and Social Issues
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The Growth of Telecommuting

◼ Telecommuting has gained popularity since the late 1990s 
because:

◼ Lowers corporate overhead since workers who are at 
home don’t take up office space lowering facilities costs

◼ some companies now have a large portion of their staff 
without any formal “office”

◼ Companies like Cisco have gone from 200 square feet per 
employee to 50 and 60 square feet

◼ Workers who are given increased flexibility are 
generally more productive and express higher 
levels of job satisfaction

◼ 2/3’s of Cisco employees occasionally work from home. 
The policy has saved the company $1M in monthly 
expenses, while workers prefer to set their own schedules 
and work in more comfortable surroundings.

http://www.youtube.com/watch?v=ASog5cHYPJU
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Enabling Factors for  Telecommuting

◼ Three factors support the growth of 
telecommuting growth:

◼ Work is increasingly knowledge-based so 
workers don’t need to be “at work” to do 
their jobs

◼ More powerful computers plus cheaper 
telecommunications make it possible for 
telecommuters to be connected to corporate 
networks at higher data rates from 
anywhere

◼ Network hdw/sft improvements enable 
workers to shift their work to accommodate 
their lifestyles, especially parenting or living 
in distant locations far from the office.



Telecomputing Benefits
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http://www.youtube.com/watch?v=ijr7mhJh75I


Copyright - D. Brandon, Ph.D., PMP

◼ Despite the advantages 

of telecommuting from 

both the employers and 

employee’s 

perspectives, what are 

some of the potential 

work problems with 

telecommuting ?



Copyright - D. Brandon, Ph.D., PMP

Don’t look ahead …



Telecomputing Drawbacks
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Telecommuters May Go Nowhere – Career Wise

(Los Angeles Times 1/17/2007)

◼ Maybe Woody Allen may have been right, that “80% of 
life really is just about showing up”

◼ At least that's what many executives seem to think about 
people who work from home

◼ Telecommuters are less likely to get promoted than peers 
who head into the office every day, according to a global 
survey of 1,300 executives.

◼ Executives may also be concerned about promoting a 
hardcore telecommuter to a management position in 
which face time with employees is essential. . . 

◼ 61% dinged telecommuters as being poorer bets for 
advancement

◼ “If you're not cultivating the right network of people, you 
won't move up in any setting, whether you're 
telecommuting or not”



Telecommuting (con’t)

◼ Six telecommuting questions companies need 

to answer:

◼ Is full time telecommuting a smart decision?

◼ How will you define and measure 

performance?

◼ Will creativity suffer?

◼ How will telecommuting affect collaboration?

◼ What about employees “left behind” at the 

office?

◼ Do you have an exit strategy?
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◼Are there some 

sociological problems 

or issues concerning 

working remotely, 

telecommuting, or the 

technologies involved ?



Copyright - D. Brandon, Ph.D., PMP

Don’t look ahead …
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Sociological Problems

◼People driving while on the phone

◼Annoyances of mobile phones (ringing at 
inappropriate times/places)

◼People becoming “socially disconnected”

◼Over-indulgence (eating, smoking and 
other things not done as much as if one 
were in the workplace)

◼Medical issues with wireless 
communications (i.e. brain damage due to 
radiation, etc. ?)
◼ Mobile 5G will bring increased radiation



A 2010 medical study

proved that cell phone

radiation alters brain

activity !

A 2015 medical study 

found that cell radiation 

causes cancer in rats !

https://www.youtube.com/watch?v=V94shlqPlSI


Ways to Reduce Cell Phone Radiation

◼ Use a wired headset – that is less 

radiation that a Bluetooth headset

◼ Use SMS texting instead of voice

◼ Don’t use the cell phone as an 

alarm clock – next to your bed

◼ Be careful with radiation hot spots –

cell phones put out more radiation 

when the signal is weaker such as 

in rural areas, elevators, etc.

◼ Use a radiation blocking case

◼ Don’t live or work near a cell tower
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Should You Be Snuggling With Your Cellphone?
New York Times – 11/2010

◼ WARNING: Holding a cellphone against your ear may be hazardous to your health. So may stuffing it in a pocket against your body.

◼

◼ I’m paraphrasing here. But the legal departments of cellphone manufacturers slip a warning about holding the phone against your head 

or body into the fine print of the little slip that you toss aside when unpacking your phone. Apple, for example, doesn’t want iPhones to 

come closer than 5/8 of an inch; Research In Motion, BlackBerry’s manufacturer, is still more cautious: keep a distance of about an inch.

◼

◼ “Most cancers have multiple causes,” she says, but she points to laboratory research that suggests mechanisms by which low-energy 

radiation could damage cells in ways that could possibly lead to cancer.

◼

◼ Children are more vulnerable to radiation than adults; radiation that penetrates only two inches into the brain of an adult will reach much 

deeper into the brains of children because their skulls are thinner and their brains contain more absorptive fluid

◼

◼ Henry Lai, a research professor in the bioengineering department at the University of Washington, began laboratory radiation studies in 

1980 and found that rats exposed to radiofrequency radiation had damaged brain DNA. He maintains a database that holds 400 

scientific papers on possible biological effects of radiation from wireless communication. He found that 28 percent of studies with 

cellphone industry funding showed some sort of effect, while 67 percent of studies without such funding did so. 

◼

◼ The unit of measurement for radiofrequency exposure is called the specific absorption rate, or SAR. The Federal Communications 

Commission mandates that the SAR produced by phones be no more than 1.6 watts per kilogram. One study listed by Mr. Lai found

effects like loss of memory in rats exposed to SAR values in the range of 0.0006 to 0.06 watts per kilogram. “I did not expect to see 

effects at low levels,” he said.

◼

◼ The 737 minutes that we talk on cellphones monthly, on average, according to the C.T.I.A., makes today’s typical user indistinguishable 

from the heavy user of 10 years ago. Ms. Davis recommends keeping a phone out of close proximity to the head or body, by using wired 

headsets or the phone’s speaker. Children should text rather than call, she said, and pregnant women should keep phones away from 

the abdomen. The F.C.C. concurs about the best way to avoid exposure. It is not by choosing a phone with a marginally lower SAR, it 

says, but rather by holding the cellphone “away from the head or body.”

◼
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Summary 

◼ Employers search social networking sites, such as 

Facebook or Instagram, to find background 

information on applicants

◼ Spamming presents serious privacy issues

◼ Two types of information available on the Web are 

public and private

◼ Many associations promote the ethically responsible 

use of information systems and technologies

◼ Information technology has created many new jobs

◼ Green computing is one of the methods for 

combating global warming
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Library and Web References

◼ Contemporary Issues in Ethics and Information Technology, 

http://ezproxy.cbu.edu:9000/login?url=http://www.netlibrary.com/urla

pi.asp?action=summary&v=1&bookid=140156

◼ Privacy Crisis: Identity Theft Prevention Plan and Guide to 

Anonymous Living by Grant Hall

◼ Privacy Protection and Computer Forensics, Second Edition by 

Michael A. Caloyannides

◼ Internet Privacy for Dummies by John R. Levine, Ray Everett-

Church, Gregg Stebben, and David Lawrence

◼ Technology and Privacy: The New Landscape by Philip E. Agre

and Marc Rotenberg

http://ezproxy.cbu.edu:9000/login?url=http://www.netlibrary.com/urlapi.asp?action=summary&v=1&bookid=140156
http://www.amazon.com/Privacy-Crisis-Identity-Prevention-Living/dp/0978657306/ref=sr_1_1_s9_rk/002-3308022-8007217?ie=UTF8&s=books&s9r=8afea4c110591b3d01106a510e100129&itemPosition=1&qid=1194553552&sr=1-1
http://www.amazon.com/Privacy-Protection-Computer-Forensics-Second/dp/1580538304/ref=sr_1_2/002-3308022-8007217?ie=UTF8&s=books&qid=1194553552&sr=1-2
http://www.amazon.com/Internet-Privacy-Dummies-John-Levine/dp/0764508466/ref=sr_1_3/002-3308022-8007217?ie=UTF8&s=books&qid=1194553552&sr=1-3
http://www.amazon.com/Technology-Privacy-Landscape-Philip-Agre/dp/0262511010/ref=sr_1_6/002-3308022-8007217?ie=UTF8&s=books&qid=1194553552&sr=1-6
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Homework
◼ Textbook Chapter Four

◼ Quiz on these chapters

◼ Individually for ABC email:

◼ Key (operational/strategic not supportive) business process 

definitions 

◼ Information needs – Partial information model (Entities and 

identifiers in Access) only at this point (relationships due later) –

take screen copy of Access relationship window -see next slide for 

example with relationships

◼ Team Report 2

◼ Competitive Analysis

◼ Critical Success Factors

◼ Strategic Use of Information Technology



This is a screen shot of the Access relationship grid and shows a full 

information model; the partial model only includes the entities and 

entity identifiers (shown as Access keys here), not the attributes 

(Access columns) and relationships

Copyright – Dan Brandon


